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PROCEDURE FOR DELIVERING LESSONS/ONE TO ONES - USING 
ONLINE PLATFORMS 

The following information applies to both curriculum and student services: 

We have taken advice from safeguarding professionals and our own colleagues to create 

the following protocols. If we have to deliver live lessons via online platforms we have 
given some general rules and more specific information for how to conduct the sessions. 

We have assessed any risks and taken appropriate actions to minimise potential harm 
to both students and staff.  

General Procedures 

 

Ratio Sessions can operate with one staff member to one student, as long 
as the procedures below are adhered to. There may be some 
instances where exceptional circumstances apply and this may 

require more staff to be present. If you are ever unsure, please liaise 
with your line manager or DSL. 

Risk 

Assessment 

We will be producing a Security Risk Assessment in the first instance, 

in accordance with advice taken from the National Cyber Security 
Centre that addresses the following – amongst more general 

information, it will address how we implement basic security controls; 
where the data / recordings are stored; who has access and what can 
we do with it 

Staff are responsible for ensuring that they are up to date with mandatory  

safeguarding and on-line E-safety training 

Consent Communication will go home to ensure that parents, carers and 
students understand the benefits and risks of online lessons and 

consent will be gathered at enrolment, within pre-existing paperwork 
and alongside other disclaimers that students are asked to sign. 

Platform Staff must make sure that the platform they are using is suitable (age 

specific). Our preferred platform is Microsoft Teams. If staff members 
are accessing families’ contact details at home, we must ensure that 
they comply with the Data Protection Act 2018. Staff should only use 

either a student’s college email address or parents’ and carers’ email 
address to communicate with students. Always check the privacy 

settings before conducting the session. 
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Scheduling Staff should only contact students during normal school hours, or at 

times agreed by the school leadership team (DfE, 2020).  

All online meetings MUST be scheduled into staff and student 
calendars and not be ‘ad hoc’ in nature.  

To comply with safeguarding measures, staff managers will have the 
capacity to ‘drop in’ to any session without prior notice. 

Any 1:1 for the Supported Learning students and high safeguarding 
concern student must then take place only at the days / times agreed 

with parents / carers. Parents and carers should be present in 
the home at the time 

Recording Everyone needs to be reminded that the session is being recorded.  

It should also be made clear that it is not acceptable for students to 
record and onward share parts or all of the recording. It is therefore 
essential that the member of staff initiates the recording and not the 

student and that the staff member remains the ‘owner. 

QA To comply with safeguarding quality assurance measures, managers 
must always have the capacity to ‘drop in’ to any session and both 

staff and students should be made aware of this as part of any overall 
policy 

Behaviour Staff should familiarise themselves with the privacy settings and 

know how to report any offensive or abusive content., End the call, if 
at any time you feel uncomfortable with something done or said 

during a 1:1 call and report any concerns to your line manager and / 
or DSL 

The Teaching or One to One ‘live’ Session 

Whilst using an online platform to teach ‘live’ sessions to students or conduct 
a One to One, Staff must: 

• Test your audio and video before a scheduled call and put your phone on silent 

• Be punctual and courteous, dress as you would for work and always use 

professional language  

• Double check that any other tabs you may have open in the browser, that 

would be inappropriate for a student to see, are closed - if you happen to be 

sharing the screen 

• Please choose a suitable background before the session begins and avoid 

recording in a bedroom  

• Meetings which include external parties, introduce yourself and take note of 

other attendees’ names  

• Students should also be in a shared space in their house, rather than in their 

bedroom 

• Ensure that students are appropriately dressed  

• Remind students of the ‘raise your hand’ and ‘chat’ features, at the start of the 
session –agree guidelines for conducting the chat in accordance with the aims 

of the session 

• Remind students at the start of each session that it is being recorded  
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• If you need visual access to a teaching aid, please use a neutral background  

• Students should not be left in the livestream after the teacher departs – the 

member of staff should close each session and be the last the leave  

• Under NSPCC guidelines, sensitivity should be given to the needs of individual 
students, either SEND or the sensitivity around certain topics or issues that may 

arise during the livestream  

Don’t:  

• Multi-task: your audience will be aware.  

• Extend one to one discussion unnecessarily 

 

 
 

1. Whilst using an online platform students must: 

• Dress appropriately, as you would for college 

• Use appropriate language at all times 

• Ensure your location is appropriate, avoid being in a 
bedroom where possible, a shared space in your house 
is preferential. 

• Please choose a suitable background before the session begins. 

• Be punctual 

• For group meetings, use the ‘raise your hand’ and ‘chat’ 
features to avoid confusion 

• Students will not be able to stay in the livestream 
after the teacher departs. 

• Test your audio and video before a scheduled call and put 

your phone on silent. 
 
Useful further guidance: 
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Staying Safe While Learning and Teaching Online | The University of Edinburgh 
 
https://www.gov.uk/guidance/safeguarding-and-remote-education 
 

 

 

 

https://www.ed.ac.uk/information-services/help-consultancy/is-skills/digital-safety-wellbeing-and-citizenship/staying-safe-learning-teaching-online

